
Information on the Processing of Personal Data 

For the information system: IS Cookies 

Information on the processing of personal data of data subjects pursuant to Sections 19 and 20 of Act 

No. 18/2018 Coll. on the Protection of Personal Data, and on amendments and supplements to certain 

acts (hereinafter referred to as the “Act”), and Articles 13 and 14 of Regulation (EU) 2016/679 of the 

European Parliament and of the Council on the Protection of natural persons with regard to the 

processing of personal data and on the free movement of such data (hereinafter referred to as the 

“Regulation”). 

What are cookies 

A cookie is a small text file that a website stores on your personal computer, phone or other device that 

contains information about your activity on the website. Cookies enable and facilitate browsing. 

The purpose of this document is to provide you with information about what personal data we process in 

the form of cookie, how we deal with such data, what we use the data for, whom we can provide the data 

to, where you can get information about your personal data and where you can exercise your rights with 

regard to the processing of personal data. 

Identification and contact data: 

IBL Software Engineering, spol. s r.o., Galvaniho 17/C, 82104 Bratislava, Slovakia, ID No.: 35726407 

(hereinafter referred to as the “Controller” or “IBL”) is the data controller processing your personal data. 

Contact data of the person responsible for monitoring the processing of personal data: 

Ing. Dominik Bartko, e-mail: dpo3@proenergy.sk 

1. Purpose for the processing of personal data and the legal basis of the processing 

The purpose of the processing of personal data is providing and improving services, developing 

new services, protecting users and ensuring effective search and advertising. Personal data is 

processed on the basis of: the voluntary consent of the person concerned according to §13 (1) a) 

The Act and Art. 6 (1) a) Regulations, Directive no. 2002/58 EC of the European Parliament and of 

the Council. 

 

2. Necessary cookies (required for the proper functioning of the website)  

These cookies are necessary for the proper functioning of the website. It would be practically 

impossible to load the website correctly without them.  

The scope of processed essential cookies: IP address (masked); Location - country (geolocation); 

Distinguishing the user from a new user; Average time spent browsing the website; Screen 

resolution of the user device; Operating system of the user device; Type of the user device; Type 

of web browser of the user device; Language of the visited page; etc.  

 

3. Functional cookies 

These cookies enable the website to provide enhanced functionality for the website visitors. They 

may be set by the Controller or its third parties. For example, features such as live chat services, 

social media sharing buttons or logging in to the website using social media can be activated. 



The scope of processed functional cookies: IP address (masked); Location - country (geolocation); 

Distinguishing the user from a new user; Average time spent browsing the website; Screen 

resolution of the user device; Operating system of the user device; Type of the user device; Type 

of web browser of the user device; Language of the visited page; etc. 

 

4. Analytical or statistical cookies 

These cookies allow us to analyse the general use of the website by users to evaluate and improve 

performance. For example, they will provide information about how the website is used and thus 

help facilitate any promotions or surveys that the Controller provides. 

The scope of the analytics cookies processed: IP address (masked); Location - country 

(geolocation); Distinguishing the user from a new user; Average time spent browsing the website; 

Screen resolution of the user device; Operating system of the user device; Type of the user device; 

Type of web browser of the user device; Language of the visited page; etc. 

 

5. Marketing cookies 

These cookies collect information for marketing purposes. They help to target a marketing 

campaign better through the preferences granted. They also store data on the number of visitors 

who have seen or clicked on the Controller's published advertisements and campaigns, so the 

Controller can optimize its advertising campaigns as necessary. 

The scope of the marketing cookies processed: IP address (masked); Location - country 

(geolocation); Distinguishing the user from a new user; Average time spent browsing the website; 

Screen resolution of the user device; Operating system of the user device; Type of the user device; 

Type of web browser of the user device; Language of the visited page; etc. 

 

6. Legitimate interests of the Controller or a third party 

The processing of personal data for the legitimate interests of the Controller’s or a third party is 

not performed. 

 

7. Identification of the data subjects in the processing of cookies 

The data subjects, whose personal data are processed: users browsing the Controller's website. 

Processed personal data: name, surname, employer’s name, position, e-mail address, GPS 

localization. 

 

8. Identification of recipients, categories of recipients 

The Controller may disclose personal data to authorised entities such as institutions and 

organisations to which processing is permitted by specific legislation or to contractual partners 

(in particular processors) who have contractually undertaken to take appropriate safeguards to 

preserve the protection of the personal data processed, as follows:  

• Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Dublin, Ireland (in accordance 

with Article 28 of the Regulation) under a contract for the use of Google Analytics. More 

information at: https://policies.google.com/technologies/partner-sites  

• Name, address, where applicable, registration number (in accordance with Article 28 of the 

Regulation) 



With your consent or upon your instructions, the Controller may disclose personal data to other 

recipients. 

 

9. Transfer of personal data to a third country/to an international organization 

The transfer of personal data from cookies to the United States of America is carried out on the 

basis of a contract for the use of Google Analytics in accordance with Article 46(2)(c) of the 

Regulation - the standard contractual clauses concluded with Google LLC, 1600 Amphitheatre 

Parkway, Mountain View, CA 94043, USA. 

 

10. Identification of the source from which the personal data were acquired 

Directly from the data subject (by giving consent when data subject visits the website). 

 

11. Retention period of personal data 

The Controller processes personal data from cookies for a maximum period of 13 months after 

consent has been granted. Depending on the individual types of cookies, the processing period 

also varies. 

 

12. Profiling 

The Controller does not process personal data from cookies by profiling or in any similar way 

based on automated individual decision-making. 

 

13. Obligation to provide personal data 

As a data subject, the website visitor provides their personal data on a voluntary basis, subject to 

consent (the provision is not a statutory/contractual requirement). In the event of non-provision, 

the Controller will not process any type of cookies, except for necessary cookies, to ensure the 

provision, improvement and development of new services. 

 

14. Rights of the data subject 

As a data subject under the Regulation, the website visitor has the right to request from the 

Controller access to their personal data that are being processed, to correct their personal data, 

to delete or restrict the processing of personal data, to object to the processing of their personal 

data, the right to refuse automated individual decision-making including profiling, to transfer 

personal data and the data subject shall also be entitled to initiate proceedings with a supervisory 

body.  

If the Controller processes personal data based on the consent of the data subject, the data 

subject shall be entitled to withdraw their consent to the processing of their personal data at any 

time. Such withdrawal of consent shall be without prejudice to the lawful basis of the processing 

of personal data based on the consent given prior to such withdrawal. The data subject can 

exercise their rights by sending an email to office@iblsoft.com or by writing to the Controller’s 

address. 

 

 

15. Avoiding the use of cookies on the website 



By default, the Controller does NOT track the experience of visitors to the website. The data 

subject may choose to consent to the processing of any personal data collected while browsing 

the website. 

The data subject also has the possibility to disable the processing of any cookies directly in their 

web browser.  

 

16. Disabling and preventing the use of cookies 

The data subject may restrict, block or delete cookies from the website at any time by changing 

the configuration of their browser on the links provided: 

• Firefox 

• Chrome 

• Safari 

• Opera 

• Microsoft Edge 

If the data subject disables all cookies, a cookie banner will be displayed each time they visit the 

website. 

As a visitor of the website, the data subject is free to change their mind at any time about whether 

or not to consent to the processing of cookies. 


